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1- Prérequis   
Récupérer le lien de téléchargement de la dernière version de IRedMail sur le site 
officiel (https://www.iredmail.org/download.html).  

Voici le lien de ma version (1.7.2) : https://github.com/iredmail/iRedMail/archive/refs/tags/1.7.2.tar.gz 

-Nous avons besoin d’une machine Debian avec au moins 4Go de mémoire RAM installé.  

Commençons par mettre à jours les packages présents sur la machine . 

2- Installation des packages  
Commencons par récupére le dossier de téléchargement avec le lien que nous avons copié, 
grâçe à la commande wge : 

wget https://github.com/iredmail/iRedMail/archive/refs/tags/1.7.2.tar.gz 

https://www.iredmail.org/download.html
https://github.com/iredmail/iRedMail/archive/refs/tags/1.7.2.tar.gz
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Nous allons ensuite décompresser le dossier 1.7.2.tar.gz : 

tar xzvf 1.7.2.tar.gz 

 

Maintenant, nous allons devoir modifier les droits du script d’installation iRedMail.sh pour le 
rendre exécutable et lancer le script.  Nous allons donc nous déplacer dans le dossier 
décompressé iRedMail-1.7.2 .  

 

 

Modifions les droits de ce dossier :  

chmod u+x iRedMail.sh 

Puis, lançons le script :  

./iRedMail.sh 

 

Une fois que le script à terminer d’installer les premiers packages, une fenêtre apparaît, il faut 
sélectionner « YES » 
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Ici est renseigné le dossier par défaut où seront stockés les boites mails :  
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Sélectionnons « Nginx » pour installer l’interface Web  

 

 

 

Nous devons ensuite sélectionner la base de données de notre choix. Ici, nous allons utiliser 
« OpenLDAP » afin de pouvoir récupérer les utilisateurs de notre Active Directory. En utilisant 
MariaDB ou PostreSQL nous devrons créer les utilisateurs manuellement. 
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Renseignons ici notre domaine :  

 

 

Il faut renseigner un mot de passe pour l’administrateur de la base de données : 

 

 

Renseigner de nouveau notre nom de domaine : 
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Renseigner de nouveau un mot de passe, ici pour l’Administrateur du serveur Mail : 

 



 
  Mathias Vételé BTS SIO 

7 
 

 

Sélectionner ces composants : 

 

 

A la fin du script, il y’a deux questions auxquelles il faut répondre YES 

 

 

 

A la fin de l’installation, un récapitulatif des paramétrages s’affichera : 
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Il faut maintenant redémarrer la machine avec la commande reboot  

3- Interface Web  
Sur un client dans le même réseau que notre serveur web, accéder à un navigateur et taper 
l’adresse IP du server en question, nous devons atterrir sur cette page web :  

 

 

Nous allons maintenant essayer de nous connecter avec l’adresse configuré plus tôt 
(postmaster@vetele.mv) : 

 

mailto:postmaster@vetele.mv


 
  Mathias Vételé BTS SIO 

9 
 

 

 

Nous avons bien accès à sa boite mail. Elle comporte 3 messages avec des informations sur 
votre serveur. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

4- Création d’un utilisateur « spécial » LDAP 
Sur notre Active Directory, nous allons devoir créer un nouvel utilisateur qui sera utilisé pour 
effectuer la transmission d’informations de nos utilisateurs Active Directory avec le protocole 
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LDAP. Nous allons donc devoir lui appliquer des droits en lecture Seule. Ici, notre utilisateur sera 

celui-ci :  

Nous allons donc devoir créer une délégation de contrôle :  
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5- Configuration de OpenLDAP 
Nous allons maintenant configurer OpenLDAP, mais avant tout, il faut qu’on s’assure que la 
recherche LDAP fonctionne correctement avec notre utilisateur précédemment créé 
(smail@vetele.mv). 

Testons donc la recherche avec cette commande :  

ldapsearch -x -H ldap://SRV1.vetele.mv -D 'smail@vetele.mv' -W -b 'ou=_vetele,dc=vetele,dc=mv' 

 

Préciser bien le bonne OU, où est stocké notre utilisateur. 

Il faudra renseigner le mot de passe de l’utilisateur smail. 
 

Cette commande nous renvoie des informations sur nos utilisateurs :  

 

 

mailto:smail@vetele.mv
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6- Activation de requête LDAP dans Postfix 
Sur notre serveur mail, nous allons devoir désactiver des paramètres spéciaux iRedMail, 
inutilisés, afin de pouvoir activer la requête LDAP :  

Utilisons ces commandes :  

postconf -e virtual_alias_maps=''  

postconf -e sender_bcc_maps=''  

postconf -e recipient_bcc_maps=''  

postconf -e relay_domains=''  

postconf -e relay_recipient_maps=''  

postconf -e sender_dependent_relayhost_maps='' 

 

 

-Ajoutons maintenant notre nom de domaine de messagerie :  

postconf -e smtpd_sasl_local_domain='vetele.mv'  

postconf -e virtual_mailbox_domains='vetele.mv' 

 

 

Modifier les paramètres de cartes de transport :  

postconf -e transport_maps='hash:/etc/postfix/transport' 

 

 

-Activer la requête AD 

postconf -e smtpd_sender_login_maps='proxy:ldap:/etc/postfix/ad_sender_login_maps.cf'  

postconf -e virtual_mailbox_maps='proxy:ldap:/etc/postfix/ad_virtual_mailbox_maps.cf'  

postconf -e virtual_alias_maps='proxy:ldap:/etc/postfix/ad_virtual_group_maps.cf' 

 

-Il nous faut créer ce fichier /etc/postfix/transport, puis écrire dedans : 

nano /etc/postfix/transport 
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-Éxécuter postmap pour que Postfix puisse lire le fichier : 

postmap hash:/etc/postfix/transport 

 

-Créer le fichier : /etc/postfix/ad_sender_login_maps.cf , puis le remplir de cette manière : 

nano /etc/postfix/ad_sender_login_maps.cf 

 

 

 

-Créer le fichier /etc/postfix/ad_virtual_mailbox_maps.cf, puis le remplir de cette manière : 

nano /etc/postfix/ad_virtual_mailbox_maps.cf 
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-Créer le fichier /etc/postfix/ad_virtual_group_maps.cf, puis le remplir de cette manière : 

nano /etc/postfix/ad_virtual_group_maps.cf 

 

 

-Vérifions la requête LDAP avec l’AD dans Postfix. Interrogeons un compte AD déjà présent : 

-Vérifions la connexions à l’expéditeur :  

postmap -q fferland@vetele.mv ldap:/etc/postfix/ad_sender_login_maps.cf 

 

 

7-  Activation de l’intégration de l’AD dans Dovecot 
 

Pour interroger l’AD, au lieu du serveur LDAP local, nous allons devoir modifier le fichier de 
configuration de Dovecot, situé ici : /etc/dovecot/dovecot-ldap.conf .  
 

nano /etc/dovecot/dovecot-ldap.conf 

 

Nous allons devoir le modifier comme ceci :  
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-Enfin, redémarrons le service Dovecot, pour qu’il puisse prendre en compte les modifications 
apportées :  

systemctl restart dovecot 

 

-Testons maintenant la connexion via telnet :  

telnet localhost 143  

. login user@example.com password_of_user 

 

La connexion fonctionne  

 

-Il ne nous reste plus qu’a activer l’intégration AD dans la messagerie Web Roundcube. Nous 
allons donc devoir modifier le fichier de configuration avec nos informations (utilisateurs 
« vmail », domaine, etc)  

 /opt/www/roundcubemail/config/config.inc.php : 

nano /opt/www/roundcubemail/config/config.inc.php 
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8-Tests de validation 
-Nous allons maintenant tester la connexion via nos utilisateurs AD :  

 

 

 

 

Puis envoyons un mail avec un utilisateurs, vers un deuxième :  

 

Tout ceci fonctionne correctement.  

 

Nous avons maintenant un serveur mail interne, fonctionnel. 


